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Check for additions and updates to these release notes.

VMware Site Recovery Manager 8.1.2.4 is a minor product patch release. The content of the VMware Site Recovery Manager 8.1.2.x Release Notes
applies to this version as well.

What's in the Release Notes

The release notes cover the following topics:

What's New in Site Recovery Manager 8.1.2.4

Installation and Upgrade

What's New in Site Recovery Manager 8.1.2.4

This release resolves the CVE-2021-21986 issue. For more information, see VMware Security Advisory VMSA-2021-0010. 

Installation and Upgrade

If you are running Site Recovery Manager 8.1.2.x, upgrade to Site Recovery Manager 8.1.2.4. See Upgrading Site Recovery Manager in Site Recovery

Manager 8.1 Installation and Configuration for instructions about upgrading Site Recovery Manager.

If you use vSphere Replication with Site Recovery Manager 8.1.2.x, upgrade the vSphere Replication appliance to version 8.1.2.4. See the vSphere

Replication 8.1.2.4 Release Notes for information about vSphere Replication 8.1.2.4.
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