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Check for additions and updates to these release notes.

VMware Site Recovery Manager 8.4.0.1 is a minor product patch release that provides bug fixes. The content of the VMware Site Recovery Manager

8.4 Release Notes applies to this version as well.

What's in the Release Notes

The release notes cover the following topics:

What's New in Site Recovery Manager 8.4.0.1

Installation and Upgrade

Migration to Site Recovery Manager Virtual Appliance

Resolved Issues

What's New in Site Recovery Manager 8.4.0.1

The VMware Site Recovery Manager 8.4.0.1 Express Patch provides bug fixes.

This release resolves the CVE-2021-21986 security issue. For more information, see VMware Security Advisory VMSA-2021-0010 and the

supplemental blog post. 

Installation and Upgrade

For the supported upgrade paths for Site Recovery Manager, select Upgrade Path and VMware Site Recovery Manager in the  VMware Product

Interoperability Matrices.

If you are running Site Recovery Manager 8.4, upgrade to Site Recovery Manager 8.4.0.1. See Upgrading Site Recovery Manager in Site Recovery

Manager 8.4 Installation and Configuration for instructions about upgrading Site Recovery Manager.

If you use vSphere Replication with Site Recovery Manager 8.4, upgrade the vSphere Replication appliance to version 8.4.0.1. See the vSphere

Replication 8.4.0.1 Release Notes for information about vSphere Replication 8.4.0.1.

Migration to Site Recovery Manager Virtual Appliance

You can migrate your Site Recovery Manager 8.3.x instance from Windows to the Site Recovery Manager Virtual Appliance. For information about the

migration procedure, see Migrate from Site Recovery Manager for Windows to Site Recovery Manager Virtual Appliance.

Resolved Issues

NEW Test recovery fails with errors

When you use Site Recovery Manager to perform a test recovery, the test recovery fails. The Site Recovery Manager log contains the following

errors:

Failed to get tags for MoRef 'vim.VirtualMachine:vm-xxx' ​

VM 'xxx' is not replicated by vSphere Replication

Workaround: This issue is fixed in VMware Site Recovery Manager 8.4.0.1.
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